About the Role
· Position: Technical Project Manager III
· Project: Identity & Access Management (IdAM) Remediation & Enhancements
· Project Driver: Cyber Security. Risk/Issue/Audit Remediation. Risk avoidance / cleaning up legacy technical debt.
· Project Description: Remediation of existing security related risks within the enterprise.
· Client: Pacific Life
· Location: Remote
· Contract Length: Contract to Hire (Project will go into 2025)  
· Pay Range: $82/hr. 
· Info Needed to Sub: MM/DD of DOB, Resume, Current Email
· Start Date: June 20th
 
Description
Pacific Life is looking for a Technical Project Manager to lead their Identity & Access Management (IdAM) Remediation & Enhancements. Must have experience in AD, Azure, and Cyber Security experience at an Enterprise Level Company. 
 
Responsibilities
· Prioritize and handle simultaneous demands -- including managing key business needs while handling specific project execution tasks and leading project execution
· Enable and communicate leadership decisions and information to all project execution team leaders and stakeholders
· Consult with team members and leaders to define the projects approach, schedule, success metrics and scope
· Develop comprehensive execution plans, including dependencies and resources
· Facilitate and encourage project communication through multiple collaboration tools and methods
· Manage all aspects of a project to execute against the plan -- including managing risks and mitigation plans, tracking progress and reporting status, handling changes, facilitating issue resolution, and communicating decisions
· Work with developers, operations, engineers, analysts and business staff on assigning tasks, establishing project deliverables and scheduling of those tasks and deliverables
· Understand the objectives of the project and work with IT and business leaders to enable and coordinate delivery execution
· 
 
Requirements
· Specific Experiences for the role:
· Active Directory - remediation of service accounts, Windows server local administrator access
· AzureAD – remediation of default Azure roles
· Strong leadership capabilities to drive the project milestones & deliverables
· Cyber security project experience. Business line and application owner prioritization
· Deep understanding of Project management methodologies & frameworks, including tools, techniques and templates, processes and governance practices
· Experience of driving large enterprise efforts
· Ability to manage distributed vendors and managed services providers as part of the project teams

If this seems like a fit, please reach out to Stacey Price via email at sprice@apexsystems.com for an exploratory conversation!
EEO Employer
Apex Systems is an equal opportunity employer. We do not discriminate or allow discrimination on the basis of race, color, religion, creed, sex (including pregnancy, childbirth, breastfeeding, or related medical conditions), age, sexual orientation, gender identity, national origin, ancestry, citizenship, genetic information, registered domestic partner status, marital status, disability, status as a crime victim, protected veteran status, political affiliation, union membership, or any other characteristic protected by law. Apex will consider qualified applicants with criminal histories in a manner consistent with the requirements of applicable law. If you have visited our website in search of information on employment opportunities or to apply for a position, and you require an accommodation in using our website for a search or application, please contact our Employee Services Department at employeeservices@apexsystems.com or 844-463-6178.

